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MpunoxkeHne Ne 8. MUHcTpyKuma o nopagke
B3aMMOAEACTBUA NO OcCyLlecTBAeHUI0 obmeHa
ONEeKTPOHHbIMU AOKYMEHTaMU

(c usmeHeHuamu om 17 okmabpa 2019)
YmeepixcdeHo 3acedaHuem lNpasneHus AO Kb
«CumubaHK» Ha ocHosaHuu lMpomokona Ne9

om 29 aseycma 2019 20da

CitiDirect BE

1. KnueHT co3aaeT LOKYMEHT, UCno/ib3ya GpOopmbl
M WabnoHbl, NnpegoctaBneHHble B Cucteme nam
nepegaHHble emy baHKkom.

2. KnueHT noanucbiBaeT  AoKymeHT Il
YNOAHOMOYEHHOIO nnua, Ncnonb3ys
dyHKuMoHan Cuctembl. PakT noanucaHusA

dUKcMpyeTca B TEXHUYECKMX 3aMUCAX CUCTEMBI C
yKasaHnem wnaeHtTMduUKaTopa M0/b30BaTeENS,
BPEMEHW aBTOpPM3aUMM U TUNA [AOKYMEHTa.
LoKymeHT nepeaaetca B baHK Ans McnosHeHUA.
3. B cnyyae ycnewHoM TeXHUYECKON MPOBEPKM
OOKyMeHTa  BaHK  ucnonHAetr  OOKYMEHT.
Pesynbtatbl nepepatotca Kauenty B Buae

BbIMUCOK, OTYETOB, NHOOPMALMOHHBIX
coobuieHni n/unn  NoATBEPKAAIOLLMX
[LOKYMEHTOB.

4. B cnyyaax HEBO3MOXHOCTU MCMNOJIHEHUA
OOKYMeHTa bBbaHk uHPopmupyeT 06 3TOM
KnneHTa M3MeHeHMem cTaTyca AOKYMEeHTa Ha
Rejected (OTKNOHEH) B nNONb30BaTE/IbCKOM
nHTepdeice /MM No MHbIM KaHanam CBA3U
(BkntOYan, HO He orpaHW4mMBascb, dalinbl
OTYETOB O pe3y/nbTaTax onepauuii, TenedoH,
SMS, email)l. Mpu 3Tom, uncnonb3yloTca
KOHTaKTHble AaHHble, npeAcTaBAeHHble
KnneHtom baHKy.

CitiConnect

1. KnneHT co3gaet 4OKYMEHT C UCNO/Ib30BaHMEM
cobCTBEHHbIX cucTem KaneHTa.

2. YnonHoOMOYeHHoe KnneHtom auo
noanucbiBaeT OOKymeHT [poctoir 3M B
COBCTBEHHbIX CUCTEMAX.

3. [JdokymeHT nepepaetca B baHKk pgnAa
WUCNONHEHUSA B BMAe n dopmarax,
COrNacoBaHHbIX c BaHKkom yepes
npegBapuTe/ibHO CO34aHHbIA  KaHan  CBA3W.
JocTyn K KaHany cBA3W, NOMMHbI, NAPOAN, UHbIE
cpeancTea n cnocob6bl naeHTndurKaumm

Annex 8. Instructions on the procedure for
Electronic Documents Exchange

(with amendments dated October 17, 2019)
Approved by AO Citibank Management Board
based on Protocol 9 dated August 29, 2019

CitiDirect BE

1. The Customer creates a document using the
forms and templates provided in the System or
provided by the Bank.

2. The Customer signs the document with
Electronic Signature of an authorized person by
means of the System functionality. The fact of
signing is recorded in the technical logs,
indicating the user ID, authorization time and
type of a document. The document is
submitted to the Bank for execution.

4. In case of successful technical verification of
a document, the Bank executes the document.
The results are provided to the Customer in the
form of statements, reports, informational
messages and / or supporting documents.

4. If impossible to impossible to execute a
document, the Bank informs the Customer
respectively by changing the document status
to Rejected in the user interface and / or via
other communication channels (including but
not limited to operational reports, phone, SMS,
email). In this case, the Bank uses the contact
details provided by the Customer.

CitiConnect

1. The Customer creates a document using its
own systems.

2. A person authorized by the Customer signs
the document with Simple Electronic Signature
in its own systems.

3. The document is submitted to the Bank for
execution in the form and format agreed with
the Bank via previously established
communication channel. Access to the
communication channel, logins, passwords,
other means and methods of identifying

1 35ech 1 manee o texcty [Ipunoxenns §: HCIOIB3yIOTCS KOHTAKTHBIC NaHHbIe KileHTa, pecTaBIeHHbIC UM NP 3aKIIIOYCHHHU I0TOBOPA O

npenocrasiernu Kimnenty Gankom ycmyr cootBerctByromiero Buaa. / Hereinafter in Annex 8: the Bank will use contact details of the Customer

provided by such Customer of the services agreement of relevant type.
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aBTOPW30BAHHOINO A0CTYyNa K KaHany CBA3U
OpPraHU3yOTCA Ha 3Tane MHTerpauumu.

4. BaHK MUCNONHAET OOKYMEHT KaK 3aBegomo
npasu/bHbIN U NoANUCaHHbIM npoctoi 3.
Pe3ynbTtatbl 06paboTkM nepenatotca KameHTty B
BUAe OTY4ETOB, MHOOPMALMOHHbBIX COODLLEHUN
n/VNn NOATBEPKAAIOWMNX JOKYMEHTOB.

5. B cayyaax HeBO3MOXHOCTM WCMNOJIHEHUA
OOKyMeHTa bBbaHK uHpopmupyeT 06 3TOM
Knnenta yepes ¢dainbl OTYETOB O pesysbraTax
onepauwni, tenedoH, SMS, email.

SWIFT

1. KauneHT co3gaeT [OKYMEHT cpeacTBamMu
COBCTBEHHbIX cucTem KnneHTa.

2. YnonHomo4vyeHHoe Knnentom Anuo
noanucbiBaeT OOKyMeHT [pocton 3N B
COBCTBEHHbIX CUCTEMAX.

3. lokymeHT nepegaetca B baHk Ha 06paboTKy B
Buage n dopmartax, COrnacoBaHHbIX C HaHKOM
yepes cucrtemy SWIFT. [locTtyn K KaHany cBA3w,
JIOTMHbI, Mapoau, MHble cpeacTBa M cnocobbl
MAEHTUPMKAUMM aBTOPU30BAHHOIO A0CTyna K
KaHany cBA3u opraHmsytotca Knmentom u SWIFT
Ha 3Tane MHTerpauuu.

4. bBaHK wucnonHAeT [OKYMeHT. PesynabTathl
obpaboTtkn nepepatotca  KaveHty B BuAe

BbIMNWUCOK, OTYeTOoB, NHPOPMaLNOHHbIX
coobLLeHNi n/vnn  noaTBepKAaroLLUX
[OKYMEHTOB.

5. B cnyyasx HEBO3MOMKHOCTM WCMNOAHEHUSN
OOKYMeHTa bBaHk uHbopmupyeT 06 3ToMm
Knnenta yepes ¢ainbl 0TYETOB O pesynbTaTtax
onepauunit, TenedoH, SMS, email.

CitiManager

1. Adepxxatenb KapTbl noanucbisaet 3aasneHue
Ha npucoeguHeHne [epxkatena KapTbl K
Mpasunam obmeHa INEeKTPOHHbIMM
OOKYMEHTaMu npwm 06CNyKMBaHUM
KopnopaTuBHbIX KaneHToB AO Kb «CuTnbaHK»
(manee — NMpaswuna).

2. AamuHuctpatop Cuctembl CitiManager n/vnm
Jepxatenb KapTbl co3aaeT AOKYMeHT B Cucteme
CitiManager.

3. AomuHuctpaTop Cuctemsl CitiManager n/vnm
Jepxatenb KapTbl nNoAnucbiBaeT AOKYMEHT B
Cucteme CitiManager [lpocTtoit 2. dakT
noanucaHna  OGUKcUpyetTca B TEXHUYECKUX
3aMMUCAX CUCTEMBI C YKA3aHMEM UaeHTUPUKaTopa
Nno/sb30BaTeNA, BPEMEeHM aBTopu3auMn U TuNa

authorized access to the communication
channel are organized at the integration stage.
4. The Bank executes the document treating it
as correct by default and signed with simple
Electronic Signature. Processing results are
sent to the Customer in the form of reports,
informational messages and / or supporting
documents.

5. If impossible to execute a document, the
Bank informs the Customer respectively by
means of operational result reports, phone,
SMS, email.

SWIFT

1. The Customer creates a document using its
own systems.

2. A person authorized by the Customer signs
the document with Simple Electronic Signature
in its own systems.

3. The document is submitted to the Bank for
processing in the form and format agreed with
the Bank via the SWIFT system. Access to the
communication channel, logins, passwords,
other means and methods of identifying
authorized access to the communication
channel are organized by the Customer and
SWIFT at the integration stage.

4. The Bank processes the document.
Processing results are sent to the Customer in
the form of statements, reports, informational
messages and / or supporting documents.

5. If impossible to execute a document, the
Bank informs the Customer respectively by
means of operational result reports, phone,
SMS, email.

CitiManager

1. The Cardholder signs a Cardholder
Application for Accession to Rules for the
Exchange of Electronic Documents in the
Process of Servicing Corporate Customers of
AO Citibank (further — the Rules).

2. The CitiManager System Administrator and /
or Cardholder creates a document in the
CitiManager System.

3. The CitiManager System Administrator and /
or the Cardholder signs the document in the
CitiManager System with a Simple Electronic
Signature. The fact of signing is recorded in the
technical logs, indicating the user ID,
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OOKyMmeHTa. [lIokymeHT nepepaetcAa B baHK ana
MCMNOIHEHUA.

4. [lokymeHT nepeaaetca B baHK Ha 06paboTky
B BMAe U dopmaTtax, yCTaHOBAEHHbIX BaHKOM
yepes Cucremy CitiManager. Joctyn K KaHany
CBA3M, JIOTWHbI, NAPOAU, MUHblE CpeacTBa W
cnocobbl MAeHTUOMKALMM  ABTOPU30OBAHHOIO
Aoctyna K Cucreme CitiManager
npesocTaBiAeTca B COOTBETCTBMU C AOrOBOPOM
Ha obcAy)XMBaHME KOPNOPATUBHbLIX KapT W
Mpasunamm.

5. B cnyyae ycnewHoM TEXHUYECKOM NPOBEPKU
AOKYMEHTa M Ha/AWuMA WUHbIX HeobXoAMMbIX
OOKYMEHTOB, perfiaMeHTUpPyembIX [A0roBopom
Ha O0b6CAy)KMBaHME KOPMOPATUBHBLIX KapT MU
MpaBunamu, bBaHK UCNONHAET  OOKYMEHT.
Pesynbtatbl nepepatotca KnueHTy B BUAe

BbIMNWUCOK, OTYeTOoB, NHPOPMaLNOHHbIX
coobLeHNi n/vnn  noATBepKAaloLLUX
[OKYMEHTOB.

6. B cayyaax HeBO3MOXHOCTM WCMNOJIHEHUA
OOKYMeHTa baHk uHPopmupyeT 06 3Tom
KnueHTta yepes ¢ainbl oT4eToB O pesysbTaTax
onepauui, TenedoH, SMS, email.

JDoKymeHTbI ¢ YcuneHHoit 3N

OOHOCMOPOHHAA NOONUCH.

LokymeHm nodnucsisaemca KaueHmom
1. BaHK noagrotasaueaeT WA6GA0H AOKYMEHTA U
nepepaet ero KnmeHty yepes Cuctemy mnm no
3NEeKTPOHHON noyTe ¢ agpeca baHKa Ha agpec
KnneHTta, KoTOpble cOrnacoBaHbl CTOPOHAMM.
TaKk»Ke MoryT 6bITb UCMONb30BAHbI LOKYMEHTbI B
csobogHoM dopme no npepBapuTesbHOMY
cornacoBaHuio mexay KnmeHtom n baHkom.

2. KnneHT 3anonHAeT AOKYMEHT M NognucbiBaeT
OOKYMEHT  cobcTBeHHOM  YcuneHHoit 3,
wnopyet u apxmBupyeTr dann, nepepaet
pesynbTupylowmin dain B baHK nocpeacTsom
Cuctembl UAM NO 3NEKTPOHHOM noyTe ¢ agpeca
KnuneHTa Ha agpec baHKa, KOTOpble cornacoBaHbl
CTOpOHamu. [lonyckaeTcsa Haanume TeXHUYECKNX
3M B nognucaHHom danne.

Ona  co3pgaHmAa, nognucM U OTNpPaBKKU
OOKymeHTOB BanoTHoro kKoHTpona Knuent
ncnonbsyetr ¢opmbl U moayan YcuneHHon 3,
WHTErpMpoBaHHbIe B NO/Ib30BaTENIbCKUI
uHtepdelic CitiDirect BE. MNepeaaya 4OKyMeHTa B
BaHK nponcxoauT aBTOMATUYECKM.

3. bBaHK nNpWHMMAET, pPacnakoBbIBAeT MU
pacwmdpoBbIBAaeT  MOAYYEHHbIN  daiin

=

authorization time and type of document. The
document is sent to the Bank for execution.

4. The document is sent to the Bank via
CitiManager System for processing in the form
and format defined by the Bank. Access to the
communication channel, logins, passwords,
other means and methods of identifying
authorized access to the CitiManager System is
provided in accordance with the corporate
cards agreement and the Rules.

5. In case of successful technical verification of
the document and availability of other
necessary documents required by the
corporate cards agreement and the Rules, the
Bank executes the document. The results are
delivered to the Customer in the form of
statements, reports, informational messages
and / or supporting documents.

6. If impossible to execute a document, the
Bank informs the Customer respectively by
means of operational result reports, phone,
SMS, email.

Documents with Enhanced DS

One-side signature.

The Document is signed by the Customer

1. The Bank prepares a document template and
sends it to the Customer through the System or
by e-mail from the Bank’s address to the
Customer’s address, which are agreed by the
parties. Free-form documents may also be
used upon prior agreement between the
Customer and the Bank.

2. The Customer fills out the document and
signs the document with its Enhanced DS,
encrypts and archives the file, sends the
resulting file to the Bank via the System or by
email from the Customer’s address to the
Bank’s address, agreed by the parties. The
presence of technical DS in the signed file is
allowed.

In order to create, sign and send Currency
Control related documents, the Customer uses
the forms and modules of the Enhanced DS
integrated into the CitiDirect BE user interface.
The transfer of the document to the Bank
occurs automatically.

3. The bank accepts, unpacks and decrypts the
received file and sends the extracted
document for Enhanced DS verification.
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nepegaet U3BAEYEHHbIN AOKYMEHT Ha NPOBEPKY
YcunenHom 3.

B cnyyae  HEeBO3MOMKHOCTM  PacrnaKoBKM,
pacwmMPpoBKM MAN  OTKpbITMA danna baHK
yBegomaser o6 atom KnveHTa nocpeactsom
M3MEHEeHMn cTaTyca AOKYMeHTa B MHTepdeice
Cuctembl Ha "Rejected(OTknoHeHo)", dainos
OTYETOB O pe3ynbTatax onepauui, no email nan
TenedoHy.

4. BaHK ocylecTBnAeT TeXHUYECKYIO MPOBepKy
YcuneHHon 3M M, B cayyae MNONOMKUTENIbHOMO
pe3ynbTata, nepefaer AOKYMEHT Ha MPOBEPKY
NONHOMOYMI NUL, NOANUCABLUNX AOKYMeHT 3.

4.a. B cnyvyae HeBO3MOXKHOCTM nposepku Il
BaHk  yBegomnsaer 06 a3tom  KnueHTa
nocpeacTBOM M3MEHEHUA cTaTyca AOKYyMeHTa B
nHTepoelice Cuctembl Ha
"Rejected(OTKnOHEHO)", ¢annoB 0OT4ETOB O
pesynbTaTax onepaumin, no email unun TenedoHy.
5. BaHK ocyLwecTBaseT NPOBEPKY MOJIHOMOYUNA
JNL, NOANNCaBLINX AOKYMEHT YcuneHHom 30, u,

B C/y4ae  MO/NOMMTE/NbHOrO  pesy/bTaTa,
nepeaaeT AOKYMEHT Ha UCMOHEHME,
B cnyyae HEBO3MOXHOCTH NpoBepKu

NnoaHOMOYNI nnn nx OTCYTCTBMUA BaHk
yBegomnser o6 sTtom KnumeHTa nocpeactsom
M3MEHEHMs cTaTyca AOKYMeHTa B MHTepdeice
Cuctembl Ha "Rejected(OTknoHeHo)", ¢annos
OTYETOB O pe3yabTaTax onepauuii, no email nam

TenepoHy.

6. bBaHK ocywecTBaAseT perncrpayuio  u
NCMNOJIHEHNE LOKYMEHTA.

B cnyyae HEBO3MOXKHOCTU 06paboTKK

[OKyMeHTa BaHK yBegomnseT 06 sTom KnueHta
nocpeAcTBOM M3MEHEHUA CTaTyca AOKYMEHTa B
nHTepdelice Cuctembl Ha
"Rejected(OTKnoOHEHO)", ¢annoB 0OT4ETOB O
pesynbTaTax onepaumin, no email unun TenedoHy.

JeycmopoHHAasa noonuce.

Mepsasa nodnuce KnueHm, emopas noonuce
EaHk.

1. BaHK nogrotaBauMBaeT WabioOH AOKYMEHTa, B
cnydyae  HeobxoammocTu BM3NPYET  UAU
3alMLaeT OT WM3MEHeHW M nepenaer ero
KnneHTy yepes Cuctemy uanM MO 31EKTPOHHOWM
noyte ¢ agpeca baHka Ha agpec KnueHTa,
KOTOpble CoraiacoBaHbl CTOPOHaMMU. TaKXKe moryT
ObITb MCMONb30BaHbI AOKYMEHTbI B CBOOOAHOM
dopme no npenBapuUTEIbHOMY COF/1IACOBAHUIO
mexay KnmeHtom n baHkom.

If it is impossible to unpack, decrypt or open a
file, the Bank notifies the Customer
respectively by changing the document status
in the System interface to "Rejected", or via the
result reports, email or phone.

4. The Bank carries out a technical check of the
Enhanced DS and, in the event of a positive
result, sends the document to check the
authorities of the persons who have signed the
Document with the DS.

4.a. If it is impossible to verify the DS, the Bank
notifies the Customer respectively by changing
the document status in the System interface to
"Rejected", or via the result reports, email or
phone.

5. The Bank shall verify the authorities of the
persons who have signed the document with
the Enhanced DS, and, in the event of a positive
result, sends the document for execution.

If it is impossible to check the authorities or
their absence, the Bank notifies the Customer
respectively by changing the document status
in the System interface to "Rejected", or via the
result reports, email or phone.

6. The bank registers and executes the
document. If impossible to process the Bank
notifies the Customer respectively by changing
the document status in the System interface to
"Rejected", or via the result reports, email or
phone.

Two-side signature.

The first signature is the Customer, the second
signature is the Bank.

1. The Bank prepares a document template, if
necessary, endorses or protects against
changes and sends it to the Customer through
the System or by email from the Bank’s address
to the Customer’s address, which are agreed
by the parties. Free-form documents may also
be used upon prior agreement between the
Customer and the Bank.
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2.  KnveHT npoBepsAeT  MNOAroTOBAEHHbIN
OOKYMEHT, W, B C/ly4ae COrnacus ¢ CoAepKMMbIMm,
noanucbiBaeTt NONYYEHHbIN OOKYMEHT
YcunerHow 3, (ecnm Heobxogumo) wudpyeT u
apxusupyet dann, nepecbliaet
pesynbTupylowmini ¢ain B baHK nocpeacTBOM
Cuctembl AW NO 3NEKTPOHHOM NoyTe € agpeca
KnuneHTta Ha agpec baHKa, KOTopble cornacoBaHbl
CTOPOHaMM. [lonycKaeTca Hannune B AOKYMEHTE
3NEeKTPOHHOM MOAMUCM, KOTOpas He UMmeeT
HOPMANYECKOM CUAIbI, @ MPOCTaBAACTCA C LLENbIO
3aLLUTbl NPOEKTa AOKYMEHTA OT BHECEHMA B HETO
M3MEHeHWN (BU3NPOBaHUE).

2.a. B cnyyae Hecornacma KnueHt ysegomnaer
BaHK 0 }XenaembIx U3SMeHEHUAX.

2.6. BaHK cornacoBbiBaeT U3SMEHEHUS U, ECAUN 3TO

BO3MOXHO, NPeAoCTaBAsfeT  UCMPaB/IeHHbIN
AOKYMeHT Knnenry.
3. bBaHK MpWUHMMAET, pPacnakoBbiBaeT M

pacwndpoBbIBAaeT  MNOJYYEHHbIN  daln  u
nepegaert M3BNEYEHHbIN JOKYMEHT Ha MPOBEPKY
YcunenHow 3.

3.a. B cnyyae HEBO3MOXKHOCTM pPaCNaKOBKMW,
pacwnPpoBKM WAN  OTKpbITMA danna baHK
yBegomnser o6 3TOM KOHTaKTHOe AMLO Ha
CTOpOHe KnveHTa nocpeacTBOM M3MeEHeHUA
cTaTyca AOKYMeHTa B UHTepdeice Cuctembl Ha
"Rejected(OTKNOHEHO)", ¢annoB 0OTYETOB O
pesy/sbTatax onepaunii, no email uan tenedpoHy.
4. BaHK OCYLLEeCTBAAET TEXHUYECKYIO MPOBEPKY
YcuneHHot M n B c/iyyae MNONOXKUTENbHOO
pesynbTaTa nepegaeTr AOKYMEHT Ha MNPOBEPKY
NOAHOMOYMI NKUL, NOANMUCABLUNX AOKYMeHT IM.

4.a. B cnyvyae HeBO3MOXKHOCTM nposepku Il
BaHk  yBegomnaer 06  3TOM KnuneHTta
nocpeacTBOM M3MEHEHUA CTaTyca AOKYMeHTA B
nHTepdelice Cuctembl Ha
"Rejected(OTKnoHeHO)", ¢annoB o0T4ETOB O
pesy/bTaTax onepauuit, no email unm tenedoHy.
5. BaHK ocyuwecTBAfeT NPOBEPKY MOJHOMOYNIA
vy, NoAnNMCcaBLNX AOKYMEHT YcuneHHol 31, u
B C/Ty4ae NOIOXKUTENbHOIO pe3y/ibTaTa nepegaeT
OOKYMEHT B 06paboTKy.

5.a. B cnyyae HEBO3MOMKHOCTM MPOBEPKMU
NOAHOMOYMI  MAM  UX  OTcyTcTBMA  BaHk
yBegomnser 06 sTom KnueHTa nocpeactsom
M3MEHEHMA CTaTyca AOKYMeHTa B MHTepdeice
Cuctembl Ha "Rejected(OTknoHeHo)", ¢aiinos
OTYETOB O pe3ysibTaTax onepauuii, no email nau

TenedoHy.
6. bBaHK ocywecTBaseT perncrpayuio  u
WUCMOSIHEHWE  OOKYMEHTa W B CAy4yae

2. The Customer checks the prepared
document and, if no objection to the content,
signs the received document of the Enhanced
DS, (if necessary) encrypts and archives the file,
sends the resulting file to the Bank via the
System or by email from the Customer’s
address to the Bank’s address, which are
agreed by the parties . It is allowed to have an
electronic signature in the document that has
no legal force and put down to protect the
draft document from making changes to it
(endorsement).

2.a. In case of disagreement, the Customer
notifies the Bank of the desired changes.

2.b. The Bank accepts the changes if possible
and provides the revised document to the
Customer.

3. The Bank accepts, unpacks and decrypts the
received file and sends the extracted
document for Enhanced DS verification.

3.a. In case of impossibility to unpack, decrypt
or open a file, the Bank notifies the contact
person on the Customer’s side respectively by
changing the document status in the System
interface to "Rejected", or via the result
reports, email or phone.

4. The Bank performs technical verification of
the Enhanced DS and, in the event of a positive
result, sends the document to check the
authorities of the persons who have signed the
document with DS.

4.a. If it is impossible to verify the DS, the Bank
notifies the Customer respectively by changing
the document status in the System interface to
"Rejected", or via the result reports, email or
phone.

5. The Bank shall verify the authorities of the
persons who have signed the document with
the Enhanced DS, and, in the event of a positive
result, sends the document for execution.

5.a. If it is impossible to check the authorities
or their absence, the Bank notifies the
Customer respectively by changing the
document status in the System interface to
"Rejected", or via the result reports, email or
phone.

6. The Bank registers and executes the
document and, in the event of a positive result,
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NONOXUTENbHOIO  pe3ynbTata NoAnucbiBaet
OOKYMeHT YcuneHHon 3l yno/sHOMOYEHHOro
nvua baHka, wndpyeT m apxmsupyeT ¢ainin u
nepeaert pesynbTupytowmii Gann B MCXoa4ALLUN
KaHan cBA3n CuCTemMbl MAW MO 3NEKTPOHHOMN
noyte c agpeca baHka Ha agpec KnueHTa,
KOTOPble COr1acoBaHbl CTOPOHAMM.

6.a. B cnyyae HeBO3MOXKHOCTM 06pabOTKM
OOKymeHTa baHK yBegomnaeTt 06 atom KnneHTa.

7. KnveHT nonyyaer, pacrnakoBblBaeT u
pacwndpoBbiBaeT NONyYEHHbIV dann,
nposepser YcuneHHyo N baHKa,

06pabaTbiBaeT M XPaHUT [AOKYMEHT COrMacHO
COOCTBEHHbIM MHCTPYKLMAM.

JeycmopoHHaa noonuce.

Mepsasa nodnuce baHk, 8mopas noodnuce
KnueHm.

1. BaHK nogrotasnMBaeT 4OKYMEHT, NOANMUCHIBaET
Ol baHKa un nepeaaet ero Knmnenty yepes Cucremy
WM NO 3NeKTPOHHOM nouTte ¢ agpeca baHka Ha
agpec KnuneHra, KOTOpble  COr/IacoBaHbl
CTOpOHamM. TaKKe MoryT 6blTb MCNOb30BaHbI
OOKYMEHTbI B cBobogHoM  ¢dopme  no
npeaBapuTelbHOMYy  COM1acOBaHUIO  MeXAay
KnneHtom n baHkom.

2. KnmeHt nonyyaer, pacnakoBbiBaeT M
pacwmdpoBbIBAET NOAYYEHHbIN daitn, nposepaeT
YcuneHnyto I baHka, npoBepaeT 4OKYMEHT, 1, B
Cny4Yae cornacua ¢ CoAepXMMbIM, NOANUCbIBAET
NosyYeHHbI AOKYMeEHT YcuneHHon 3N, (ecam
HeobxoaMmo) WudpyetT U apxmsBupyeT dann,
nepecblnaeT pesynbTUpyowmin dann B baHK
nocpenctsom CucTtembl WMAW MO 3/IEKTPOHHOM
noyte c agpeca KnueHta Ha agpec baHka ,
KOTOpble COr1acoBaHbl CTOPOHaMM.

2.a. B cnyyae Hecornacua KnueHT yBegomnset
BaHK 0 XKefaemMbix U3MEHEHMUAX.

2.6. BaHK cornacoBblBaeT U3MEHEHUS U, ECN 3TO

BO3MO)HO, NpeaocTaBnseT  WMCMpaB/eHHbIN
OOKYMeHT KnuneHTy.
3. BaHK npuHMMaeT, pacnakoBbiBaeT W

pacwndpoBbIBaET NoAyYeHHbIN daiin n nepenaet
W3BNEYEHHbIN JOKYMEHT Ha NPOBEPKY YCUIeHHOM
an.

3.a. B cnyyae HEBO3MOMHOCTM PACNaKOBKM,
pacwndpoBKM UAKM  OTKpbITUA  daina baHk
yBegomnser 06 3TOM KOHTaKTHOE /IMUO Ha
cTopoHe KnnveHTa nocpencTBOM  M3MeEHEHUA
cTaTyca AOKyMeHTa B MHTepodeiice CUCTeMbl Ha
"Rejected(OTknoHeHO)", d¢alinoB oTyeTOB O
pe3ynbTaTtax onepauuii, no email unm TenedoHy.
4. BaHK OCYLLECTBAAET TEXHUYECKYID MPOBEPKY
YcuneHHon 3M M B cayvyae MOSIOKMUTENbHOMO

signs the document with Enhanced DS of an
authorized person of the Bank, encrypts and
archives the file and sends the resulting file to
the outgoing communication channel of the
System or by email from the Bank’s address to
the Customer’s address, which are agreed by
the parties.

6.a. If the document cannot be processed, the
Bank notifies the Customer.

7. The Customer receives, unpacks and
decrypts the received file, checks the Bank's
Enhanced DS, processes and stores the
document according to its own instructions.

Two-side signature.

The first signature is the Bank, the second
signature is the Customer.

1. The Bank prepares a document, signs the
document with Enhanced DS and sends it to the
Customer through the System or by email from
the Bank’s address to the Customer’s address,
which are agreed by the parties. Free-form
documents may also be used upon prior
agreement between the Customer and the Bank.

2. The Customer receives, unpacks and decrypts
received file, checks the Bank's Enhanced DS,
checks the document and, if no objection to the
content, signs the received document with
Enhanced DS, (if necessary) encrypts and archives
the file, sends the resulting file to the Bank via the
System or by email from the Customer’s address
to the Bank’s address, which are agreed by the
parties.

2.a. In case of disagreement, the Customer
notifies the Bank of the desired changes.

2.b. The Bank accepts the changes if possible and
provides the revised document to the Customer.

3. The Bank accepts, unpacks and decrypts the
received file and sends the extracted document
for Enhanced DS verification.

3.a. In case of impossibility to unpack, decrypt or
open a file, the Bank notifies the contact person
on the Customer’s side respectively by changing
the document status in the System interface to
"Rejected", or via the result reports, email or
phone.

4. The Bank performs technical verification of the
Enhanced DS and, in the event of a positive result,
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pesynbTaTa nepegaeT AOKYMEHT Ha MNpPOBEPKY
NOJIHOMOYMI NnL, NOANNCABLUMX AOKYMEHT 1.

4.a. B cnyyae HeBO3MOXHOCTM NpoBepKku Il baHk
yBegomnser o6 3tom KnmeHTa nocpeactsom
M3MEHeHUs cTaTyca AOKyMeHTa B MHTepdeice
Cuctembl Ha "Rejected(OTknoHeHo)", daiinos
OTYETOB O pesysbTaTax onepaunin, no email nan
TenedoHy.

5. BaHK oOcCyLWecTBAAET NPOBEPKY MOAHOMOYUMN
vy, noAnMcaBLWINX AOKYMEHT YcuneHHol 3, n B
CNyyae MONOXMTENbHOrO pesysibTaTa nepeaaeT
OOKYMEHT B 06paboTKy.

5.a. B cnayyae HEBO3MOMKHOCTM  MPOBEPKU
NOJIHOMOYMI  MAM  MX  OTCyTCTBMA  baHK
yeegomnser 06  KaveHTa  nocpeacteom

M3MEHEHMA cTaTyca OOKYMeHTa B WHTepdeice
Cuctembl Ha "Rejected(OTknoHeHo)", dalinos
OTYETOB O pesy/sbTaTax onepauuii, Nno email nau
TenepoHy.

6. bBaHK ocywecrtBnAer  peructpaumilo wm
WUCNONHEHNE AOKYMEHTa W, ecnn Toro Tpebyet
YCTaHOB/IEHHAA npoueaypa, B cny4yae
NONIOKUTENBHOTO  pe3yabTaTa  NOAMNUCbIBaEeT
OOKYMEHT YcuneHHoh 3l yno/sHOMOYEHHOro
nvua baHka, wudpyet n apxusupyet dana u
nepegaert pesyabTupyowmii ¢pann B ncxoaalmi
KaHan cBA3n CUCTEMbI UKW NO SNEKTPOHHOM NoyTe
c agpeca baHka Ha agpec KnueHTta, KoTopble
cornacoBaHbl CTOPOHAMM.

6.a. B cnyyae HeBO3IMOXHOCTM 06pabOTKM
AOKyMeHTa baHk yBegomnseT 06 sTom KnveHTa.
7. KnvMeHT nosny4vaeT, pacnakoBbiBaeT W
pacwmdpoBbIBAaET NOAYYEHHDbIN daitn, npoBepaeT
YcunenHyto 3N baHka, obpabaTbiBaeT U XpaHWUT
AOKYMEHT COrTacHO COBCTBEHHbBIM UHCTPYKLUAM.

sends the document to check the authorities of
the persons who have signed the document with
DS.

4.a. If it is impossible to verify the DS, the Bank
notifies the Customer respectively by changing
the document status in the System interface to
"Rejected", or via the result reports, email or
phone.

5. The Bank shall verify the authorities of the
persons who have signed the document with the
Enhanced DS, and, in the event of a positive result,
sends the document for execution.

5.a. If it is impossible to check the authorities or
their absence, the Bank notifies the Customer
respectively by changing the document status in
the System interface to "Rejected", or via the
result reports, email or phone.

6. The Bank registers and executes the document
and, if this regulated by respective procedure, in
the event of a positive result, signs the document
with Enhanced DS of an authorized person of the
Bank, encrypts and archives the file and sends the
resulting file to the outgoing communication
channel of the System or by email from the Bank’s
address to the Customer’s address, which are
agreed by the parties.

6.a. If the document cannot be processed, the
Bank notifies the Customer.

7. The Customer receives, unpacks and decrypts
the received file, checks the Bank's Enhanced DS,
processes and stores the document according to
its own instructions.



